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Abstract 

 
If companies are to enjoy long-term success in the Internet marketplace, they must effectively 
manage the complex, multidimensional process of building online consumer trust. The online 
environment and the quality and usability of websites help the browser and consumer to be 
attracted and accessible to the information and the product and services available online. In this 
Paper a new model would be suggested based on neuro-fuzzy System which depicts some of the 
hidden relationships between the critical factors such as security, familiarity, and designing in a 
B2C commercial website on other hand, and the competitive factor to other competitors on other 
hand. Then, the impacts of these factors on purchasing decision of consumers in B2C 
commercial websites are extracted. We are going to find the impact of these factors on the 
decision-making process of people to buy through the B2C commercial websites, and we also will 
analyze how these factors influence the results of the B2C trading. The study also provides a 
device for sellers to improve their commercial websites. Two questionnaires were used in this 
study. The first questionnaire was developed for e-commerce experts, and the second one was 
designed for the customers of commercial websites. Also, Expert Choice is used to determine the 
priority of factors in the first questionnaire, and MATLAB and Excel are used for developing the 
Fuzzy rules. Finally, the Fuzzy logical kit was use to analyze the generated factors in the model. 
 
Keywords: Anfis, Clustering, E-commerce, Trust, Rules. 

 
 

1. INTRODUCTION 

The lack of trust in different components of the most e-commerce applications is known as one of 
the main reasons which may lead to some e-commerce companies to fail [3, 4]. 
 
If companies are to enjoy long-term success in the online market place, they must effectively 
manage the complex, multidimensional process of building online consumer trust. Trust exists in 
many forms, across multiple domains, and at variety of levels [8]. 
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Trust, according to Fukuyama, is the lubricant of trade and, this way, determines the wealth of 
nations. The relative paucity of regulations and customs on the internet makes consumer 
familiarity and trust especially important in the case of e-commerce [9]. Yet the lack of an 
interpersonal exchange and the one-time nature of the typical business transaction on the 
internet make the unique conditions on this kind of consumer trust, because trust relates to the 
other people and this nourished through interactions with them [10].  
 
Trust is an interpersonal determinant of behavior that deals with beliefs about the integrity, 
benevolence, ability and predictability of other people [11]. However, in contrast of face-to-face 
commerce and other applications of trust in the literature, there are typically no interpersonal 
interactions in e-commerce directly or implied. Such interactions, or even cues relating to them, 
are notably missing from e-commerce website [12]. 
 
The detailed information on trust and the security system that is implemented by companies for 
secure transactions are important attributes in B2C e-commerce. According to Lightner the 
rewards of B2C e-commerce are realized partially through well-designed websites, since they act 
as the primary contact with customers. There are some factors for consumers trust in online 
buying when they plan to buy, and also there are more factors and matter of interactions when 
they are on the buying process in online and after one[13]. 
 
Website designers must consider factors, in a website allowing the emergence of confidence 
between an online seller and a customer. A website is the first factor that influences on the 
reliability of the seller into the mind of customer, and this strongly effect can affect on the initial 
trust of customers [5, 7]. 
 
Lightner states, B2C websites allow companies to present their unique advantages, as long as 
they provide the necessary services for customers. While there are many factors for determining 
the success or failure of an e-commerce website, the service level provided for customers may 
serve as an indication of user satisfaction in transaction with a website. The aim is to specify what 
factors in the online environment really we should take in our main consideration and how online 
customer services help to build trust step-by-step [13]. Singh says that it is also necessary for 
customers to have trust in electronic commerce infrastructure and environment [14]. 
 
Marsh and Mitch in their plan, entitled as the Call to arms, have challenged the website designers 
and asked them to think of this point that how they can easily make the trust possible between an 
online website and its customers in the early stages of their partnership. They claim that websites 
can be designed in a special fashion so that the trust not only becomes the indivisible part of the 
plan, but also it can be considered as a further thought. 
Furthermore, the decision about online purchase must be available based on the accurate and 
correct information rather than focusing on the partial insight, general concepts and individual 
experiences [1, 2]. 
 
Moreover, a lot of trust models have been presented. Most of them are mentally active, effect as 
unclear and ambiguous confidence in e-commerce websites, and don’t involve the experience 
and understanding of customers during performing online transactions [6]. 
Therefore, in summary, the following objectives are achievable: 
 

• To identify trust factors between the customer and sale agents. 
• To measure the effect of a factor on confidence in contrast to other factors by fuzzy logic. 
• To identify factors or security components that considerably affects the customer 

confidentiality upon the online purchase. 
• To help customers when shopping online. 

• To help designers of e-commerce website to use important factors in designing 
commercial websites. 

• To help online enterprises for finding the customer needs. 

• To detect the level of transaction on a commercial website by the sale agency. 
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2. ADAPTIVE NEURO-FUZZY INFERENCE SYSTEM (ANFIS) 
In 1993 Roger Jang, suggested Adaptive Neuro Fuzzy Inference system (ANFIS). ANFIS can 
serve as a basis for constructing a set of fuzzy ‘if-then’ rules with appropriate membership 
functions to generate the stipulated input-output pairs. Here, the membership functions are tuned 
to the input-output data and excellent results are possible. 

Fundamentally, ANFIS is about taking an initial fuzzy inference (FIS) system and tuning it with a 
back propagation algorithm based on the collection of input-output data. The basic structure of a 
fuzzy inference system consists of three conceptual components: A rule base, which contains a 
selection of fuzzy rules; a database, which defines the membership functions used in the fuzzy 
rules; and a reasoning mechanism, which performs the inference procedure upon the rules and 
the given facts to derive a reasonable output or conclusion [15]. 

These intelligent systems combine knowledge, techniques and methodologies from various 
sources. They possess human-like expertise within a specific domain - adapt themselves and 
learn to do better in changing environments. In ANFIS, neural networks recognize patterns, and 
help adaptation to environments. Fuzzy inference systems incorporate human knowledge and 
perform interfacing and decision-making. ANFIS is tuned with a back propagation algorithm 
based on the collection of input–output data [15]. 

The adaptive network based fuzzy inference system (ANFIS) is a useful neural network approach 
for the solution of function approximation problems [17]. An ANFIS gives the mapping relation 
between the input and output data by using hybrid learning method to determine the optimal 
distribution of membership functions [19]. Both artificial neural network (ANN) and fuzzy logic (FL) 
are used in ANFIS architecture [18]. Such framework makes the ANFIS modeling more 
systematic and less reliant on expert knowledge [16]. Basically, five layers are used to construct 
this inference system. Each ANFIS layer consists of several nodes described by the node 
function. The inputs of present layers are obtained from the nodes in the previous layers. To 
illustrate the procedures of an ANFIS, for simplicity, it is assumed those two inputs (x, y) and one 
output (fi) are used in this system. The rule base of ANFIS contains fuzzy if-then rules of Sugeno 
type. For a first order two-rule Sugeno fuzzy inference system, the two rules may be stated as: 

• Rule 1: If x is A1 and y is B1 then z is f1(x, y) 

• Rule 2: If x is A2 and y is B2 then z is f2(x, y) 

Where x and y are the inputs of ANFIS, A and B are the fuzzy sets fi (x, y) is a first order 
polynomial and represents the outputs of the first order Sugeno fuzzy inference system[17].The 
ANFIS architecture is shown in figure1.  The circular nodes represent nodes that are fixed 
whereas the square nodes are nodes that have parameters to be learnt [17]. 

 

Layer 1 Layer 2 Layer 3 Layer 4 Layer 5

   1w      1w   11fw

  X

   ∑    F

  Y  2w    2w    22 fw

  A1

  A2

  B1

  B2

 

 FIGURE 1: An ANFIS architecture for a two rule Sugeno system 
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A Two Rule Sugeno ANFIS has rules of the form: 

111111
ryqxpfTHENBisyandAisxIf ++=  

222222 ryqxpfTHENBisyandAisxIf ++=  

For the training of the network, there is a forward pass and a backward pass.  We now look at 
each layer in turn for the forward pass.  The forward pass propagates the input vector through the 
network layer by layer.  In the backward pass, the error is sent back through the network in a 
similar manner to back propagation [20]. 

Layer 1: 

The output of each node shown in equation 1: 
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The membership functions could be anything but for illustration purposes we will use the bell 
shaped function given by equation 2: 
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Where 
iii cba ,, are parameters to be learnt.  These are the premise parameters. 

Layer 2: 

Every node in this layer is fixed. This is where the t-norm is used to ‘AND’ the membership 
grades - for example the product shown in equation 3: 
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Layer 3: 

Layer 3 contains fixed nodes which calculate the ratio of the firing strengths of the rules shown in 
equation 4: 
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Layer 4: 

The nodes in this layer are adaptive and perform the consequent of the rules shown in equation 
5: 

)(,4 iiiiiii ryqxpwfwO ++==
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(4) 

(5) 
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The parameters in this layer ( iii
rqp ,, ) are to be determined and are referred to as the consequent 

parameters 

Layer 5 

There is a single node here that computes the overall output shown in equation 6: 
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This then is how, typically, the input vector is fed through the network layer by layer.  We now 
consider how the ANFIS learns the premise and consequent parameters for the membership 
functions and the rules. 

There are a number of possible approaches but we will discuss the hybrid learning algorithm 
proposed by Jang, Sun and Mizutani  which uses a combination of Steepest Descent and Least 
Squares Estimation (LSE).   

It can be shown that for the network described if the premise parameters are fixed the output is 
linear in the consequent parameters. 

We split the total parameter set into three: 

S  = set of total parameters 
1S = set of premise (nonlinear) parameters 

2
S = set of consequent 

(linear) parameters  

So, ANFIS uses a two pass learning algorithm: 

Forward Pass: Here 
1S is unmodified and 

2S is computed using a LSE algorithm.  

Backward Pass: 

 Here 2
S is unmodified and 1S is computed using a gradient descent algorithm such as 

backpropagation. 

So, the hybrid learning algorithm uses a combination of steepest descent and least squares to 
adapt the parameters in the adaptive network [17]. 

The summary of the process is given below: 

The Forward Pass: 

1. Present the input vector. 

2. Calculate the node outputs layer by layer. 

3. Repeat for all data A→ and y formed. 

4. Identify parameters in 2S using Least Squares Compute the error measure for each 
training pair. 

 

(6) 
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Backward Pass: 

1. Use steepest descent algorithm to update parameters in 
1S  (back propagation). 

2. For given fixed values of 
1S  the parameters in 

2S  found by this approach are guaranteed 

to be the global optimum point. 

 

3. RESEARCH METHODOLOGY 
The proposed model has been established based on this principle that each real level of 
transactions in B2C websites includes two factors as follows: 

1. Trust (T) level in B2C web site. 

2. Competitive (C) in b2c web site for purchasing purposes.   

Therefore, we propose to investigate into the truthfulness of the equations 7: 

 

),(

),,(

2 CTGL

DFSHT

CB =

=
                                                            (7) 

The first part of equation 7 ( ),,( DFSHT = ) that has three inputs, S is as the level of security, F is 

as the level of familiarity and D is as the level of design and Level of trust obtains of these three 
parameters performance. 

The second  part of equation 7 ( ),(2 CTGL
CB

= ) that has two inputs, T is as the level of trust, and 

D is as the level of design and Level of B2C obtains of these two parameters performance. Figure 
2 shows the structure of trust model.  

 

4. DATA COLLECTION AND ANALYSIS 
This study used a web-based survey because of its advantages such as convenience; viable, 
effective way to access difficult-to-reach respondents [7]. The selected population in this study 
was included in two groups. The first group was included ten experts in the field of e-commerce 
and the Second group was included 150 numbers of E-Commerce and IT students. The first 
group completed the first questionnaire and after obtaining results from the first questionnaire and 
the second group completed the second. After collecting answer of first questionnaire and finding 
factors with higher priority, the second questionnaire was designed .it involves 4 major groups, 
too the method of scoring was chosen based on the likert scale of 5 degrees and 18 given 
questions in questionnaire were scored like 5 selections and in order of intensity of factor in each 
group from 0 to 4, like (0) very low (1) low (2) moderate (3) high (4) very high. In this 
questionnaire 16 questions are relative to 4 major groups, and 2 questions have been observed 
relative to the trust level and b2c level of website. Determining the credit of questionnaire has 
been done by counting kronbach's Alpha which has credit coefficient in accordance with table 1. 

 

 

 

 

 

TABLE 1: The counted credit coefficient of second questionnaire 

kronbach's alpha coefficient for each website 

Parsim.com Tobuy.ir Irshop.ir   

0.83 0.83 0.85 
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The inserted credit coefficient in table 1 shows the acceptance of second questionnaire credit. 
After that customers referred to special website for experimental buying, it was asked the 
respondents to analyze 3 websites as parsim.com, tobuy.ir, irshop.ir. 

 
 

FIGURE 2: The structure of trust model. 
 

During this process, they should answer some questions in security groups, familiarity groups, 
design groups, competitiveness groups, and trust and b2c level. 

Finally respondents should determine the trust level competitiveness and b2c level of website 
after analyzing website and answering the questions. 

The order of answering the questions is that first of all the respondents should analyze the 
website and answer the questions in security groups, familiarity, design and then they were asked 



Mehrbakhsh Nilashi, Mohammad Fathian, Mohammad Reza Gholamian & Othman bin Ibrahim 

International Journal of Business Research and Management (IJBRM), Volume (2) : Issue (1) : 2011 8 

Sub Security_Ind_Prot_Auth () 

Dim i as Integer 

Dim col As Integer 

Dim x as String 

Worksheets ("security").Activate 

    For col = 2 To 6 Step 2 

        For i = 4 To 153 Step 1 

        Cells (i, col).Select 

            ActiveCell.Value = Trim ((ActiveCell.Value)) 

                      If StrComp (ActiveCell.Value, "very low", 

vbTextCompare) = 0 Then 

                ActiveCell.Offset (0, 1).Value = 0 

            End If 

            If StrComp (ActiveCell.Value, "low", vbTextCompare) = 0 Then 

                ActiveCell.Offset (0, 1).Value = 1 

            End If 

            If StrComp (ActiveCell.Value, "moderate", vbTextCompare) = 0 

Then 

                ActiveCell.Offset (0, 1).Value = 2 

            End If 

             If StrComp (ActiveCell.Value, "high", vbTextCompare) = 0 Then 

                ActiveCell.Offset (0, 1).Value = 3 

            End If 

             If StrComp (ActiveCell.Value, "very high", vbTextCompare) = 0 

Then 

                ActiveCell.Offset (0, 1).Value = 4 

            End If 

        Next i 

    Next col 
End Sub 

to count the trust level and after that the it was weighted respondents were asked to evaluate the 
selective website for b2c dealings based on their expectation level of trust and competitiveness. 

  
Counting the Level of Security  
To count the level of security one sheet was created in EXCEL (security sheet) and linguistic 
values questionnaire were changed to numerical values. Actually it was related numerical value 
to each linguistic value (0, 1, 2, 3 and 4) in order to count the level of security the counted level of 
security is made by adding these values for each factor whose maximum for four factors is 
number 16.Also, its percent for level of security was counted that has been in table 2, and in 
general second equation has been used for level of security .the decided levels of design factor 
and familiarity are like table 2 too. 

 

∑ =
=

4

1i ixeveldSecurityLAccumulate  

                 =OfMaximumPercentage 100*)
16

)( eveldSecurityLAccumulate  

 

Linguistic value domain of  values percent 

low 0-33 

moderate 34-66 

high 66-100 

TABLE 2: linguistic and numeric values for security level 

Some Pseudo code for counting the level of factors was written with vba programming in excel 
software. The sample Pseudo code for counting the level of security is shown in following:  

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

(9) 

(8) 
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The Prioritize  Factors Resulted From AHP Method 
The priority of counted factors in security groups, design, familiarity, and competitiveness has 
been noted in figure 2. 
 
Refining and Relative to Rule of the Level of Trust and B2C and Creating Member 
Functions. 
For refining and finding the rules of fuzzy model, it has been the clustering technique, and the 
kind of clustering has been chosen the fuzzy C-means (FCM) clustering in MATLAB software. 

Equation 10 is as a major function in clustering k-means. 

 

 

Where m is any real number greater than 1, uij is the degree of membership of Xj in the cluster i, 
Xj is the jth of d-dimensional measured data, Vi is the d-dimension center of the cluster, and ||*|| 
is any norm expressed the similarity between any measured data and the center. 

Fuzzy partition is carried out through an iterative optimization of Equation 8 with the update of 
membership uij and the cluster centers Vi by Equation 11 and 12: 

 
 
 
 
 
 
 
 
 
 
 
 
 

The criteria in this iteration will stop when  
ε<








−

−

ijijij uumax  , where ε is a termination criterion 

between 0 and 1 [21].All clustering activities were done in MATLAB software. 

For example 27 centers of clusters for counting the level of trust is shown in figure 3 .after obtain 
the centers of clusters and save into DAT files, the centers of cluster were loaded into ANFIS. In 
fact this data is used as training data in ANFIS model. 

 

(10) 

(11) 

(12) 
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FIGURE 3: 27 centers of clusters for counting the level of security 

Expert ANFIS System 
The ANFIS system based on Expert knowledge contains 27 rules, 3 inputs and one single output 
for trust level. The structure of expert ANFIS is shown in figure 4.The fuzzy logic toolbox using the 
MATLAB software is employed to create the ANFIS model. In fuzzy logic tool box, relevant fis for 
trust model is created. In this model type of fis is selected Sugeno type. 

 

 

 

FIGURE 4: Expert ANFIS structure. 
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Membership Function for Expert ANFIS 
Gaussmf are used to build the expert ANFIS model. The shape of membership functions after 
training the AFNIS for 100 epochs is shown figure 5. 

 

 

FIGURE 5: Memberhip Function for ANFIS  

ANFIS was proposed in an effort to formalize a systematic approach to generating fuzzy rules 
from an input-output data set. In ANFIS model 27 rules for trust level and 15 rules for B2C level is 
used. Table 3 shows number of rules of trust and B2C model. 

 

B2C LEVEL TRUST 

NUMBER OF RULES 

15 27 

TABLE 3: number of rules of the fuzzy system model obtained from FCM clustering 

The rules describing the trust level are based on the degree of security, familiarity, and design 
that these degrees have been formulated like linguistic variable .similarly, the degree for trust 
level has been graded from very low to very high in 5 distinctive fuzzy, collections .these rules 
have been reached from the users ' answers after ordering, analyzing, and clustering .One of the 
collection rules of confidence level can be like following: 

If (security = high and familiarity = low and design = moderate) then (trust =moderate). 

Trust has been shown like a five fuzzy collections, while competitiveness and B2C level has been 
shown as 3 linguistic variables for fuzzy collection. One rule of the collection of b2c level rules 
can be like following:  
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If (trust = low and competitiveness = highly) then (b2c level = moderate). 

Totally there are 27 rules for trust that has been created by clustering the user's answers. 

Also, the rules of the b2c level are 15 numbers. The rules from base of resultant system that 
consist of 2 separate and relative systems in order that the b2c level is gained despite the 
security inputs, familiarity inputs, design inputs, and competitiveness level of website. 

  
Training Data for Trust Level 
The entire data set of trust level is 27 samples. They are referred to as training data, testing data 
and checking data. Upon training, the ANFIS shows the training error which reflects the how good 
the mapping function is. To validate the model, we further apply the testing data to see how the 
ANFIS behaves for known data. ANFIS maps the function onto the testing data as per the 
training. Having created the data set the next step is to train the network. This means we create a 
new FIS to fit the data into membership functions. Using the grid partitioning method, the ANFIS 
automatically selects the membership function and also generates the new FIS. Figure 6 shows 
training and testing data in ANFIS network that is loaded. 

 

 
 

FIGURE 6: training and testing data in ANFIS network. 

In figure 7, the course of error during the training of adaptive network is shown. 
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FIGURE 7: course of error during the training of adaptive network. 

At the end of 100 training epochs, the network error (mean square error) convergence course of 
each ANFIS was derived. From the curve, the final convergence value is 3.6671e−007. 

 

5. B2C AND TRUST LEVELS IN THE DEVELOPED FUZZY SYSTEM  
After discovering the rules related to trust level, relevant inputs and outputs for earning trust level 
in fuzzy tool box to be organized and were created relevant membership for input and output  
figure 8 shows the fuzzy system that can be used to derive the trust level. 

 

 
 

FIGURE 8: Fuzzy system to obtain trust level based on security, familiarity and design inputs 
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Also after that discovering the rules related to b2c level, relevant inputs and outputs for earning 
b2c level in fuzzy tool box were organized and were created relevant membership function for 
input and output. Figure 9 shows the fuzzy system that can be used to derive the b2c level. 

 

FIGURE 9: Fuzzy system to obtain B2C level based on trust, competitiveness inputs 

6. ANALYSIS OF TRUST VERSUS SECURITY FACTOR 
For complete understanding of participation needed in trust level, it is necessary to separately 
test the participation of each factor. 

 
The Figure 10 shows contribution to Trust of a given Website originating from the Security. 
Therefore, the contribution from Familiarity and Design has been kept constant at three levels, 
namely: low, moderate and high corresponding to numeric values for Familiarity and Design of 
(1–7 and 15).Figure 4 shows that Trust level is monotonically increasing for increasing perceived 
security of a website for any given level of Familiarity and Design. However when both F and D is 
‘High’ (numeric value of 15) the Trust level is at its maximum for maximum Security. The three 

curves have one common feature that they exhibit a ‘staircase shaped’ curvature. 

Trust Versus security factor 

0.0645

0.0701

0.102 0.202

0.204
0.273

0.776
0.799

0.799

0.2 0.2 0.21

0.467 0.5

0.526

0.885

0.952
0.966

0

0.1

0.2

0.3

0.4

0.5

0.6

0.7

0.8

0.9

1

0 2 4 6 8 10 12 14 16

Security

T
ru

s
t Low

Moderate

High

 
FIGURE 10: Trust versus security factor 
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7. ANALYSIS OF TRUST VERSUS SECURITY AND DESIGN FACTOR 
In this section Trust level is depicted as a continuous function of its input parameters as security 
and familiarity. Figure 10 intends to depicture variation of Trust as encapsulated in the rules for 
Trust. The highest gradient for Trust is when Familiarity is ‘moderate’ and Security is ‘moderate’ 
to ‘high’. This suggest that when people are somewhat familiar with a website then a small 
increase in security levels from between moderate to high security will boost their trust in a 
significant way. Looking at Figure 11 diagonally from (low, low) to (high, high) levels of Security 
and Familiarity one observes three plateaus where the last one is around 0.966, and remains at 
that level even when the input factors are increased further. This result is somehow unexpected 
and may be due to the fuzzy nature of the expert system where a ‘Trust’ level of 100% is 
unrealistic. 

 

 
 

FIGURE 11: Trust level is positively related to levels of security and familiarity. 
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8. SIMULATE FUZZY TRUST MODEL THROUGH MATLAB SOFTWARE  
Simulink is a tool used to visually program a dynamic system and look at results. Any logic circuit 
or a control system for a dynamic system can be built by using standard BUILDING BLOCKS 
available in Simulink Libraries. Various toolboxes for different techniques, such as Fuzzy Logic, 
Neural Networks, DSP, Statistics etc. are available with Simulink, which enhance the processing 
power of the tool. The main advantage is the availability of templates / building blocks, which 
avoid the necessity of typing code for small mathematical processes. 

The model equations were implemented in MATLAB/ SIMULINK with standard blocks in a sub 
model. SIMULINK offers a block to include a Fuzzy controller designed by the MATLAB Fuzzy 
Toolbox. 

After obtain of trust FIS, fuzzy trust model was simulated in MATLAB software. Figure 12 shows 
the simulation fuzzy trust model. A Simulink model shown in figure 12 is developed which has 2 
fuzzy logic controllers with a rule viewer, a process, 2 multiplexer, difference element, 4 constant 

blocks, and a display window. 

 

FIGURE 12: Block Diagram of fuzzy trust model. 

 

9. CONCLUSION 

Trust to B2C website depends on different factors. From our observation we have found that the 
easiest way to be reliable and trusted to the Customers is to maintain an easy and simple image 
in online environment. 

The results of this research will be useful to online companies who are investing huge amounts of 
money on developing ecommerce web sites. Results show that trustworthiness plays a 
moderately important role in success of B2C e-commerce web sites. In addition, we used the 
AHP method to analyze the gathered data. By using AHP method and completing questionnaire 
through face to face meeting we finally were able to provide ranking of all factors and sub-factors. 
This ranking shows the relative importance of success factors compared to each other. This will 
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provide a clear map to webmasters and marketing managers of online companies who are trying 
to improve their web site's performance and reach customer satisfaction. 

In addition the vendor can use the survey data to ascertain the Trust level of the site as per user’s 
perception and rectify if needed if this is not obvious or is having a negative impact on the Trust 
level. Furthermore a measure of the competitiveness is directly deductible from this survey and 
could be used to retain or increase market share. Lastly as the usage of the survey procedure 
matures (possibly by providing incentives as discounts on a completed transaction) the Fuzzy 
Inference Systems could be modified and adjusted where necessary.  

The results of this study will help businesses understand consumer online shopping for the trust 
factor. Although the model of this study can not include "trust" of all possible factors, but levels of 
"security", "design"," familiarity" and "competitiveness" are detected.    
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